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2 Introduction

2.1 Situation
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2.2 Purpose

The purpose of the Quality Assurance Plan (QAP) is to define a software quality management program to apply to the projects. This QAP delineates the development approach to be used, standards to be followed, documentation to be developed, reviews to be held and the metrics to be collected. The objective of the QAP will be to define processes to be observed in monitoring, reporting and providing consulting support for the development of software product. 

It has been proved that is much more expensive to find and repair problems after deployment. For this reason it’s important to continuously assess the quality of a system with respect to its functionality, reliability, application performance, and system performance.

The prime benefit: the assurance that the established process is actually being implemented. More specifically:

· An appropriate development methodology is in place

· Standards and procedures are used

· Documentation is produced (during and not after development)

· Changes are controlled 

· Testing and verification are focused on areas of highest risk

· Defects are identified earlier

2.3 Overview

The development of the product and project shall follow a defined and shared process to grant that proper preventive and corrective actions are taken on time. The basic elements of this process are: 

· development phases and responsibility

· quality gates

· goals and metrics

QA will also provide procedures for Change and Configuration Management.

2.4 Acronyms

	CCB
	Change Control Board

	CI
	Configuration Item

	CR
	Change Request

	EC
	European Commission

	KPA
	Key Process Area

	LOC
	Lines of Code

	AELOC
	Assembly Equivalent Lines of Code

	QAP
	Quality Assurance Plan

	QMG
	Quality Management Group

	SPMP
	Software Project Management Plan

	SCMP
	Software Configuration Management Plan


3 Quality Framework

Disciplined process development requires planning, measurement and control, based on concurrent, sequential, or recursive applications of a standard development pattern. The process shall be essentially method independent, i.e. it may be applied to the overall project, or work areas, or tasks, using different development methods with minimal variation.

The classic elements of the pattern are: requirements, design, development, and test. These elements have already been defined in the management plan approved by the EC [1]; but may be reapplied at a lower level, in order to achieve the project goals identified for each element in the management hierarchical structure (area, work package, task, …). At a lower level, the minima elements, required to assure an effective task development, are: Preview and plan, Task activity and Quality Gate (or reviews) of the deliverables.
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Figure 1
Each of the activities depicted in Figure 1 are described in the following sections.

3.1 Entry and Exit criteria

For both phases and quality gate, entry and exit criteria shall be addressed. For example, an entry criterion for a phase may be the readiness of the deliverable of the previous phase. Regarding quality gate, entry criteria may be the completion and baseline of deliverables, while exit criteria may be the removal of the identified defects.

Each partner responsible (Area Manager, Work Package Manager, Task Manager, …) shall address these elements in its plan, formalizing in particular the proper Quality Gate for his job (Area plan, Work Package plan, Task Brief, …) defining entry and exit criteria. The Task-briefs are the appropriate places to specify these criteria.

3.2 Preview Phase

The preview phase is conducted at the beginning of a phase, for the benefit of the project team, producing a common understanding of the purpose and expected outcome of an activity. All team members shall be aware of the detailed plan of that activity.

The purpose is to focus on the big picture of the current phase, starting from similar projects’ experiences, serving as a defect prevention activity. Grey areas and areas of concern shall be highlighted, and risks and dependencies shall be re-assessed, together with the validity of plans. Moreover, the preview is a good place to agree upon standards, conventions, and guidelines.

Previews are conducted with the help of a checklist, tailored respect to the specific activity the preview is intended for. A guideline for how to prepare for and conduct previews is reported in appendix 8.1. The preview for a phase may be combined with the post mortem for a previous phase. In general, the following issues must be object of a preview meeting:

· Areas of analysis

· Quality Goals

· Metrics for similar projects and metric analysis if any

· Revised estimates & review plans

· Process tailoring

· Standards, conventions and guidelines

· Common problems & work-around with tools & technologies

· Good practices and lessons learned from similar projects

· Common errors typically committed and how to prevent them

· Preview report summarizes the above and draws an action plan

As already stated, the REGNET project is organized in several hierarchic pieces of work, each one being the object of quality framework application. Depending on the position in such a structure, the preview meeting shall involve a different number of partners. As described in REGNET Technical Annex [1], the management structure was also thought to ensure the overall quality of all systems results. Therefore, at a high level, the Project Management Group (PMG), the partners of a same Work Area, or whoever is involved in a certain Work Package, will conduct ad-hoc preview meetings according to the needs of the activity they are entering.

At the bottom of the management work hierarchy, there are the tasks and sub-tasks. Each of them can also involve more than one partner, but the extent of the work is reduced in time. Preview meeting would be (in general) too much expensive, respect to these activities. Therefore, the preview is conducted by means of Task-briefs documents, to be submitted by the Task leader and approved by all the task participants through an iterative process. Each Task-briefs details the objectives of the work, the description of the activities, the expected results, and the methodology related aspects. This also applies to sub-task activities (and sub-sub-task if any).

3.3 Activity Phase

The activity phase is the actual deployment of the work, object of that phase. Referring to the above stated management structure, it can be either the overall activity of one Work Area, or the collection of jobs under one Work Package, or a single Task.

Depending on the domain of the activity, quality assessment could require a specific process to be followed. This kind of issues are under the responsibility of the Wok Area managers, which are identified in the management structure to deal with domain related aspects, and to contribute in the assessment of the quality of results because of their domain expertise.

A metrics program is a key feature of the Process. It is associated with monitoring all products and processes during development to ensure that quality goals are maintained. By including metrics at every stage of the development process, it assures that projects are monitored against their stated goals and that required quality goals are achieved.

The responsible partners (Area Managers, WP Managers, Task Managers, …) shall be responsible for ensuring that adequate means exist for collecting and documenting metrics that support Quality Gate assessment.

3.4 Quality Gate

The Quality Gate is a check to determine whether an activity’s output is fit for its intended purpose, where the purpose of the output should be agreed to at the activity preview. The common forms of quality gate are peer review (or the more formal inspection) and testing. The points of reference are the Quality Goals stated in the preview activity.

All the phase entry criteria (see below in the document) and the artefacts of the current phase are the object of the Quality Gate evaluation. The assessment is structured in two levels: one more formal is aimed at verify that all the necessary elements to evaluate the quality of the outcomes have been addressed. These elements regard the configuration management and release consistency, the matching of phase exit criteria (see below in the document) and the compliance to all agreed methodological aspects. This level is performed by MOT as responsible of overall quality assurance in REGNET project.

The second level of assessment regards domain competencies and it is managed by the Quality Management Group (QMG), consisting of MOT, AIT, ZEUS, VALT, IMAC, and TARX. Each Work Area is represented in the QMG; therefore, the evaluation is performed on the base of the appropriate expertise.

The Quality Gate can be conducted by means of meetings, when the ending of the phase corresponds to a major project milestone. Otherwise, the evaluation is conducted under the responsibility of one or more members of QMG, involving the appropriate numbers of partners of the affected area. Note that the members of other areas in QMG also take an active role in Quality Gate, introducing for the benefit of the assessment, their own external point of view.

The Project Management Plan establishes all the deadlines for the activities at each level of detail. In the Quality Framework perspective, at these deadlines the deliverables shall have passed the Quality Gate. Since there is an iterative process between Activity and Quality Gate, the proper rework time must be taken into account when scheduling the assessment.

The Quality Gate activities are reported in formal documentation, available to EC and the entire REGNET consortium. The template to be used depends from the form of Quality Gate conducted, varying form the meeting minute, the memo, or other.

Finally, it must be stated that, whenever some deliverables require specific Quality Gates to be assessed, the involved Area Manager, according to the QMG, is responsible for adopting the opportune process changes.

3.5 Post Mortem

The Post Mortem is a mechanism for learning from the completed activity, and it is conducted for the benefit of the project team and the consortium. It can be held at the end of the activity before the next activity starts, with the assumption that the activity phase is definitely terminated (this also means that the required quality level was reached). Actually, the main purpose is to discover strengths and weakness of the process adopted.

4 Quality Goals and Metrics

4.1 Quality Goals

Product Quality Attributes, or Goals, are related to the intrinsic quality of the product and map to the SEI Level 4 Software Quality Management (SQM) KPA [8]. Important major attributes include:

· performance 

· usability 

· availability 

· security

· reusability

· debuggability

· maintainability

· evolvability

The attributes listed above focus on quality from the point of view of the product. On the other hand, quality is addressed also by ensuring the compliance of all the project activities to the development process. Other attributes reflect this need:

· planning accuracy

· rework occurrence

· conformity to methodologies

· duplication effort

· …

As already stated, responsible partners are in charge of establishing Quality Goals at Work Area, Work Package, Task, or sub-Task levels. In this activity they can involve other partners indicated in the correspondent Task-briefs.

4.2 Quality Metrics

A software metric is defined as a unit that enables one to quantitatively determine the extent to which software process, product, or project possess a certain attribute. Metrics should be:

· Simple to understand and precisely defined

· Inexpensive to use

· Robust

· Consistent and used over time

· Unobtrusive

Metrics help us in monitoring the state of the project by providing better visibility, by enabling better communication, and by helping in better resource management. The Goal Question Metric approach (GQM) simplifies the identification of metrics based on Quality Goals. It consists of the following steps:

· Identify improvement goals for the process, product or project

· Identify operational definitions (question) that characterize, evaluate, predict and motivate the goals

· Identify the metrics for determining the answers to the questions

· Develop mechanisms for data collection and analysis

· Collect, verify, and validate the data

· Provide feedback

In the Appendix 8.2 some example of metrics are reported, together with some instances of application of the GQM approach. Following the GQM approach, each responsible partner, supported by MOT and QMG, will address specific goal and related metrics for his task, with particular reference to Schedule&Effort, Defect tracking, and Test Coverage.

4.3 REGNET Quality Goals and related Metrics

4.3.1 Work Area A

4.3.1.1 Work Package 1

4.3.1.2 Work Package 2

4.3.1.3 Work Package 3

4.3.1.4 Work Package 4

4.3.1.5 Work Package 5

4.3.1.6 Work Package 6

4.3.1.7 Work Package 7

4.3.2 Work Area B

4.3.3 Work Area C

4.3.4 Work Area D

4.3.5 Work Area E

5 Configuration and Change Management

The main goal of Configuration and Change Management is to track and maintain the integrity of project assets as they evolve in the presence of changes. Configuration Management (CM) deals with:

· artefacts identification

· versions 

· dependencies between artefacts.

A common repository and appropriate partitions is identified

Define accesses

Identify links (internal and external)

Manage the history-versions of the objects
<Insert here details of CVS configuration on AIT server>
The objects to be put in the repository (Configuration Items – CI) are documents (Deliverables) and Software. The responsible shall be the manager who submitted the CI, with the supervision of the relative Area Manager. All the CI shall be available at the QMG for quality assessment purposes.

A process for changes deployment shall be defined to assure that all affected partners are informed about changes, agree to them, and consequently integrate changes to their artefacts. Change processing shall be used at least once an artefact has been released. Prior to this, changes may be made without resorting to a formal change processing. Change Management deals with:

· capture and management of requested changes

· analysis of potential impact and tracking of changes

Every Change Request (CR) must be submitted with a predefined form, in which are reported all the useful information (changes, reason why, ...). The Change Control Board (CCB) is responsible for the analysis, acceptance/rejection, verification, and integration of the new release. In REGNET, the Change Control Board will have two layers:

1. General (MOT)

2. Work Areas (Work Area manager)

The following picture shows the basic process for Change Management
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Figure 2
Two kinds of CRs can be distinguish: “internal” or “external”, depending on whether the modifications affect only the Work Area of the request for change CIs, or other WAs are affected by the change. The following process takes care of criteria for addressing “external” CRs: 
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Figure 3
The CCB verifies the CR, approves it and categorizes it as internal or external. For the “external” CR, the CCB approves it, and investigates on the impact on affected artefacts of the other WAs. Then, the CCB generates the new CRs needed. Since the CCB is composed by partners located in different sites, it is expected it performs its functions with some form of remote coordination, leaving more independence to single Work Area managers for the processing of “internal” CRs, and leveraging the interworking for cross-area CRs.

<To be specified with a greater detail>
6 Environment 

7 To do list

Next tables represent a codification of the modules and the current state of to do actions. Updating in these tables will generate new versions on the whole IR document. The partner of the to do list is the partner in charge of solving the action or in charge of co-ordinating the solution. 

Codification of modules

	Code
	Name
	Partner

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


To do actions

	Code
	Module
	Description
	Partner
	Date
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9 Appendix

9.1 Preview Guidelines

This section contains some guiding principles to organize and manage a preview meeting.  They must be intended as a  set of best practises, reported according to the Regnet project needs, from which to get ideas for actual project previews, task-briefs exploitation, or meetings preparation.

9.1.1 Purpose of a Preview

The purpose of a preview is to prepare the team for the activity about to be undertaken. During the preview team, members will come to agreement on the details of the activity about to be undertaken. A preview gives us a chance to look ahead, to identify major areas of risk in the next phase, and generally to assess the upcoming activities. 

9.1.2 When to Conduct a Preview

At a minimum, previews shall be conducted by a project at the commencement of each major project activity. Additional previews may be held at any time benefit may be gained - for long duration activities, periodic previews should be conducted as appropriate. Previews are of most value when they are conducted as close as possible to the commencing of the activities being previewed. 

9.1.3 Inputs to Preview

In order to conduct a complete and successful preview the following inputs must be available: 

· Project  Repository

·  Project plans (i.e. Management Plan, Configuration Plan, Quality Assurance);

· Estimates for the activity being previewed 

· Project metrics 

· Any standards which are to be followed 

9.1.4 Attendees

These notes apply to preview in the form of meetings:

· Project Lead 

· Technical Lead 

· Members of the project team who will participate in the activity being previewed. One member of the project team shall act as the meeting minute taker. 

· Representative from the Quality Management Group (to provide customer and organisational focus) 

· Representative from Systems if considered appropriate by the Project Lead 

9.1.5 Preparation

Each team member attending the preview shall prepare for the preview. In order to prepare read through the suggested agenda below and make notes. 

In addition, the Project Lead and Technical Lead shall gather the necessary inputs for the preview. The Project Lead shall assign a minute taker for the meeting. 

9.1.6 Preview Meeting

The Project Lead shall act as facilitator for the preview meeting. Below is a suggested agenda for a preview meeting. The project team should also discuss any other issues pertinent to the success of the activity being previewed. 

9.1.6.1 Team Objectives

The project manager and technical lead shall summarise the objectives of the activity about to be undertaken. 

· Purpose of the activity 

· Milestones 

· Expected deliveries to the customer and other expected outputs 

9.1.6.2 Detailed Planning

Examine the  project plans (i.e. Management Plan, Configuration Plan, Quality Assurance), answer the following questions: 

· Estimates 
Are the estimates for size, effort, cycle time, etc. appropriate? Can the team members commit to the estimates? Do the estimates need to be revised? 

· Detailed Schedule 

Does the detailed schedule cover all activities that need to be performed? Does it make adequate allowance for training, staff absence etc? Does the schedule have a relationship with the estimates? Does the schedule need to be revised? 

· Critical Path 

Are all team members aware of the critical path? Are the team members on the critical path aware of their responsibilities? Is there a strategy for dealing with delays on the critical path? 

· Configuration Items 

Are the configuration items for the forthcoming activity defined? Are the defined configuration items appropriate? 

· Peer Reviews 

Are the artefacts to be peer reviewed determined? Is the level of peer review appropriate? Are reviewers external to the project required? Is there are strategy for conducting the necessary peer reviews? Has a schedule for peer reviews been determined? What special perspectives need to be considered - performance, interfaces etc? 

·  Other Issues 

 Are the project requirements expected to be volatile? What strategies are in place to handle requirements change? Are the strategies adequate? Are the acceptance criteria for all customer deliverables clearly defined? Are the acceptance criteria achievable? 

It is the role of the project manager to revise the project plans as necessary following the preview. 

9.1.6.3 Methods, Tools and Standards

From your knowledge of the methods, tools and standard proposed and by looking at previous project experiences answer the following questions: 

· Methods 
What methods are to be used for the upcoming activity? Are the methods appropriate? Are there any known weaknesses in the method? Are the team members sufficiently trained in the method? Is any training required? Have mentors been identified within the project?

· Standards 
What standards are to be used for the upcoming activity? Are the standards appropriate? Are there any know weaknesses in the standards? Are the team members sufficiently versed in the standard to use it? What are the notation and naming conventions to be used by the team? Are these conventions appropriate? Is training related to any standards required? 

· Off the Shelf Tools 

What off the shelf tools are to be used for the upcoming activity? Are the tools appropriate? Are there sufficient licenses to accommodate the project team? Do the tools require special hardware or administrative support? Are there any known weaknesses or defects in the tool? Are there known workarounds for the weaknesses or defects? Are the team members sufficiently trained to use the tool? Is any training required? Have mentors been identified within the project?

· Project Developed Tools 

Will the project need to develop any tools to support the upcoming activity? Has sufficient time been allocated for the development? Are the requirements for the tool well defined? Has a quality gate for the tool been determined? 

· Traceability 
What method for maintaining traceability will be used? Is the method appropriate? 

9.1.6.4 Risks

Examine the risks listed in the proposed plan and answer the following questions: 

· Management Risks 

Are all known management risks listed? Are there any other risks? Are the impacts of the risks determined? Are the risk mitigation strategies adequate and sensible? Is the frequency of tracking of risks adequate? 

· Technical Risks 

Are all known technical risks listed? Are there any other risks? Are the impacts of the risks determined? Are the risk mitigation strategies adequate and sensible? Is the frequency of tracking of risks adequate? 

· Dependencies 
What are the external dependencies of the project? Are any of the dependencies likely to become critical? Are there any strategies to lessen the impact of dependency slippage? 

9.1.6.5 Configuration Management

Examine the proposed plans and from your knowledge of configuration management and by looking at previous project experiences answer the following questions: 

· Individual Configuration Management Strategy 

Is the CM strategy for individuals defined? Is the strategy sufficient to guarantee the integrity of project configuration items? Is the strategy adequate to support the required project activities? Is the strategy easy to understand and implement? 

· Project Configuration Management Strategy 

Is the CM strategy at the project level defined? Is the strategy sufficient to guarantee the integrity of project configuration items? Is the strategy adequate to support the required project activities? Is the strategy easy to understand and implement? Are the baselines adequate to support the required project activities? Are all baselines defined? Is the change process adequately defined? Is the change process understood by all team members? Are the mechanisms for releasing artefacts to the customer understood by all team members? 

9.1.6.6 Project Goals

Examine the proposed project goals (detailed in the SQAP) in the light of your experience, any metrics for the current project or metrics for projects in similar; answer the following questions: 

· Product Goals 

Are goals for the product established? What is the basis for the setting of the goals? Are these goals achievable? Are there strategies in place to assist in achieving the goals? Do all team members commit to the goals? 

· Process Goals 

Are goals for the process established? What is the basis for the setting of the goals? Are these goals achievable? Are there strategies in place to assist in achieving the goals? Do all team members commit to the goals? 

9.1.7 Outputs

The output of a preview is a preview report. The report shall contain: 

· The minutes of the preview meeting 

· Any actions arising from the preview. 

9.1.8 Distribution of Preview Reports

In order to learn from project previews, the report of the preview must be distributed as widely as possible. Distribute copies to the project team members, any other persons who attended the preview, … 

9.1.9 Preview Follow-up

The preview follow-up is the responsibility of the project manager and includes: 

· Ensuring the preview report is correctly distributed. 

· Update the project plans in accordance with the preview minutes. 

· Communicate to all team members the changes to the project plans. 

· Conduct a Project Plan Review if changes have been made which effect the commitments of other groups (Quality, Systems, etc) 

9.2 Quality Metrics

This section contains some examples and guideline to identify Quality Goals and related metrics. In the following table, there are some basic raw data and metrics:

	Entity
	Description

	Document size
	Measured in pages

	Code size
	Measured in LOC, AELOC

	Base code
	Code included from a previous release which is not changed in the current release

	Delta source size
	Added, changed and deleted source size

	Total source size
	All source code released to the customer; base code, ported code, reused code, new code

	Problem
	A discrepancy between a deliverable and its documentation, or the product of an earlier phase, or user requirements

	Error
	A problem found during the formal reviews of the same phase in which it was introduced, but before signoff of the work product

	Defect
	A problem found later than the formal review of the phase in which it was introduced

	Fault
	Both errors and defects are considered faults

	Mistake
	Problem found before a formal review

	In process fault
	Fault from requirements phase up to but excluding beta test phase of a project.  Both product and test faults need to be counted

	In process defect
	Total number of defects found during development phases.

	Post release defect
	A defect that is found after release of SW defect


Table 1
9.2.1 Two examples of Project Quality Metrics

An example of attribute related to project quality (versus product quality) regards the Effort. Effort towards a project is staff-days a person works on a project. It includes: 

· Days spent on training

· Days spent on travel for a project activity

· Days spent doing work for a project

In summary, all working days costs towards the project. Vacation, weekends are the only excluded items.

Another instance is the Cycle Time. Cycle Time is measured as “end date” – “start date”, where start date of a project includes:

1. Date of start of project costing - the day the customer starts to pay

2. Development start - the day the team starts works on the first design requirements, (i.e..) when requirements are baselined

Whereas, end date of a project includes:

1. End of development:  release for system integration at customer site

2. Release date:  project accepted by the customer, start of post-release

3. Date of retirement:  project withdrawn from support (end of maintenance)

9.2.2 Guidelines for counting code

The most common size and normalizing metric collected is the number of lines of delivered source code, because it is relatively well defined and generally accepted.

The Metrics Working Group (MWG) has published an extensive guidebook to counting lines of code. Most of the ideas are common sense:

· Count all active elements of the code that affect the functioning, such as executable statements, data definitions, and labels.

· Do not count comments, program titles, author’s name, change history, or documentation elements. (It is possible that separate metrics might be collected for each of these components)

· Reused components, such as macros, library functions, or subroutines, may or may not be counted, depending on the emphasis of the metric.

· A “line of code” implies that each physical line contains a single executable function.

· The contents of “header” or “include” files are counted only once.

· Only “delivered” code is counted. Temporary code written to aid development or testing is not. (It is possible that separate metrics might be collected for each of these components)

· Different programming languages are normalized to “assembly language equivalent” lines of code.

The following are counted as product LOC: data definitions, executable statements, data declarations, subroutine, macro calls (no of times), subroutine, macro code (only once), labels, logical delimiters (begin, end, {, } etc), header and include files (only once), header and include directives (no of times). Note that, in this context, lines are physical lines of code, not logical statements.

The following are not counted as product LOC: temporary code for purposes of development, temporary code for testing, and blank and comment lines.

The following table shows the Assembly Equivalent LOC (KAELOC) conversion for different programming languages. It was determined using the table created by Capers Jones:

	Language
	Level

	Assembler
	1

	C
	2.5

	Pascal
	3.5

	C++
	6

	Shell
	15

	4-GLs
	16

	ESQL
	25

	Spreadsheets
	50


Table 2
For systems undergoing maintenance rather than development, a “delta” or number of lines of code changed is a more appropriate measure. The delta source size counts:

· Lines of code added to the system.

· Lines of code deleted from the system.

· Lines of code changed.

9.2.3 Software Reliability

Software reliability is defined as the ability of the software to perform a required function under stated conditions for a stated period. It may be estimated based on the number of failures that the software system has experienced since starting testing.

The calculation of metrics related to software reliability is not trivial. The accuracy of results depends on several factors, including the level of detail of the collected data, the way that we select test cases to run, and the particular reliability model used. Software reliability models can be used for making management decisions such as when a product is ready for release.

Important reliability aspects to measure are:

· The change of the software system failure rate over time.

This is used in combination with a software reliability model to obtain information related to the three aspects listed below:

· Expected additional number of failures to reach a specific failure rate objective (or alternatively, number of defects remaining to be found)

· Expected additional testing time required to reach a specific failure rate objective (or alternatively, testing time required to reach a quality level expressed as the number of defects remaining in the system)

· Expected number of defects likely to be seen by the customer population in a given period of time (for example, over the first year of the product’s use)

The Failure Rate (FR), when associated with the testing time for reaching that Failure Rate, is an indication of the current level of software reliability. FR is defined as the number of failures over the time.

9.2.4 Goal Question Metric (GQM) examples

	Goal: to improve project planning
Questions:

1. What is the accuracy of estimating the actual value of a project’s schedule?

2. What is the accuracy of estimating the actual value of a project’s effort?

Metrics:

· Schedule estimation accuracy

· SEA = Budgeted Cost of Work Performed /Budgeted Cost of Work Scheduled 

· Effort estimation accuracy    

· EEA = Actual Cost of Work Performed / Budgeted Cost of Work Performed

	Goal: to improve fault containment
Questions:

1. What is the currently known effectiveness of defect detection process prior to release?

2. What is the currently known containment effectiveness of faults introduced during each constructive phase of SW development of a particular SW product?

Metrics:

· Total Defect containment effectiveness 

· TDCE = Post release defects / (Pre + Post release defects)

· Phase containment effectiveness

· PCE = No of errors / (No of errors + No of faults) for that phase

	Goal: to decrease fault density
Questions:

1. What is the normalized in process faults, and how does it compare with the in process defects?

2. What is the currently known normalized defect content of SW delivered to the customers?

3. What is the currently known normalized customer-found defect content of SW delivered to customers?

Metrics:

· In process faults   (IPF) = No of in process faults per KAELOC

· In process defects  (IPD) = No of in process defects per KAELOC

	Goal: to improve customer service

Questions:

1. What is the number of new problems opened during the month?

2. What is the total number of open problems at the end of the month?

3. What is the mean age of open problems at the end of the month?

4. What is the mean age of the problems that were closed during the month?

Metrics:

· Mean Time To Close (MTTC)= Average, for all defects closed during reporting period, of (Date and time closed - Date and time opened) 

· Average Age Open (ACP)= Average, for all currently open defects in reporting period, of (Current date and time - Date and time opened)

	Goal: to improve SW productivity

Questions:

1. What was the productivity of SW development projects (based on their source size)?

Metrics:

· SW Productivity = Code Size Delivered / Total Development Effort
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